




































 

Appendix to Order No. 1 / 2024 
of 17.09. 2024 

 

 

INTERNAL PROCEDURE FOR WHISTLEBLOWING AND FOLLOW-

UP  

 

 
§ 1 

[PURPOSE OF THE PROCEDURE] 

 

1. The procedure sets out the rules and manner of reporting the information on breaches (i.e. an 

act or omission that is unlawful or intended to circumvent the law) in the work-context related 

to: corruption, public procurement, financial services, products and markets, counteracting 

money laundering and terrorist financing, ensuring product safety and compliance, transport 

safety, environmental protection, radiological protection and nuclear safety, food and feed 

safety, animal health and welfare, public health, consumer protection, privacy and personal 

data protection, security of networks and information and communication systems, financial 

interests of the State Treasury of the Republic of Poland, a local government unit and the 

European Union, the internal market of the European Union, including public law principles of 

competition and state aid and taxation of legal persons, constitutional freedoms and rights of a 

human being and a citizen - occurring in relations of an individual with public authorities and 

not related to the areas indicated above. 

2. The introduction of the Procedure is intended to create a safe and transparent working 

environment and to promote among employees and other authorised persons the Reporting of 

breaches of the law and other specified irregularities through internal Reporting channels and 

to protect those making Reports from any retaliation. 

 

 

     § 2 

[DEFINITIONS] 

 

Whenever the Procedure refers to: 

1) Employer - means T.ERRE Polska Sp. z o.o., with its registered office in Czechowice-

Dziedzice (43-502), at ul. Elizy Orzeszkowej 32, registered in the Register of Entrepreneurs 

of the National Court Register under the KRS number 0000143831. 

2) Team - means the Team for the handling of internal Report, responsible for carrying out follow-

up activities. The composition of the Team is defined by a separate Order 2/2024 of 

17.09.2024. 

3) Persons authorised to receive the Reports - means employees authorised to receive internal 

Report i.e. each of the employees of the Human Resources department. 

4) Procedure - means this INTERNAL PROCEDURE FOR WHISTLEBLOWING AND FOLLOW-

UP. 

5) Whistleblower - A Whistleblower is an individual who Reports or publicly discloses information 

about a breach of the law obtained in a work-related context, including: an employee; a 

temporary employee; a person providing work on a basis other than an employment 

relationship, including under a civil law contract; an entrepreneur; a proxy; a shareholder or 
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partner; a member of a body of a legal entity or organisational unit without legal personality; a 

person providing work under the supervision and direction of a contractor, subcontractor or 

supplier; an intern; a volunteer; an apprentice. 

The Act also applies to the above-mentioned natural persons in the event of the Reporting or 

public disclosure of breach information obtained in a work-related context prior to the 

establishment of the employment relationship or other legal relationship giving rise to the 

provision of work or services, or the performance of functions in or for a legal entity, or the 

performance of service in a legal entity, or after their termination. 

6) Work-related context - means past, present or future work-related activities based on an 

employment or other legal relationship providing work or services, or functions in or for a legal 

entity, or service in a legal entity, in the course of which information about a breach of the law 

is obtained and the possibility of experiencing retaliation exists. 

7) Report - means information about a breach of the law, including a reasonable suspicion of an 

actual or potential breach of the law that has occurred or is likely to occur, in which the 

Whistleblower has participated in a recruitment or other pre-contractual negotiation process, 

works or has worked, or in another legal entity with which the Whistleblower maintains or has 

maintained contact in a work-related context, or information concerning an attempt to conceal 

such a breach of the law. 

8) Feedback - is understood to be the information given to the Whistleblower on the follow-up 

actions planned or taken and the reasons for such actions. 

9) Person covered by the Report - means a natural person, a legal person or an organisational 

unit without legal personality, to which the law confers legal capacity, identified in the Report or 

public disclosure as the infringer or as a person with whom the infringer is associated.  

10) Person assisting in the Report - means an individual who assists a Whistleblower in making 

a Report or public disclosure in a work-related context and whose assistance should not be 

disclosed. 

11) Person associated with the Whistleblower - means a natural person who may experience 

retaliatory action, including a co-worker or a person close to the Whistleblower within the 

meaning of Article 115 § 11 of the Act of 6 June 1997. - Criminal Code. 

12) Follow-up action - means an action taken by the Team to assess the veracity of the 

information contained in a Report and to prevent an breach of the law which is the subject of 

the Report, in particular by means of an investigation, the initiation of inspections or 

administrative proceedings, prosecution, action taken to recover funds or the closure of a 

procedure. 

13) Reporting channel - means the means by which a Whistleblower submits a Report, together 

with his or her correspondence address or e-mail address, referred to as the "contact address". 

14) Retaliatory action - means a direct or indirect act or omission in a work-related context that is 

caused by a Report or public disclosure and that violates or is likely to violate the 

Whistleblower's rights or causes or is likely to cause unwarranted harm to the Whistleblower, 

including the unwarranted initiation of proceedings against the Whistleblower. 

 

 

§ 3 

[WHISTLEBLOWING METHODS] 

 

1. Report can be made:  

1) through a system called EQS Integrity Line, 

2) in person, at the request of the Whistleblower, by prior telephone appointment with the 

persons authorised to receive the Reports, 
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2. In order to facilitate the submission and handling of Report, and to ensure the confidentiality 
and transparency of the entire process, a cooperation has been established with the external 
entity EQS Group Srl, which is the provider of the EQS Integrity Line Report platform. This 
cooperation is based on an agreement concluded on 24.07.2023 r. 
 
1) Online form EQS Integrity Line: 

 
a. Report can be made by visiting  

https://gruppoborghi.integrityline.com/ 

b. Fill in the Report form 

c. Provide your details (anonymous submissions will not be considered consideration) 

d. In order to gain access to your report, you must save or memorise the Report Number 

and the Password you have assigned. If you lose this data, it will not be possible to 

recover it. Using this data, you can check the status of your report and contact the 

authorised employees. 

 

The Employer encourages the use of this channel as the one that provides the greatest 

opportunity for the Whistleblower and facilitates contact when conducting an investigation. 

 
3. A face-to-face meeting with the persons authorised to receive the Report shall take place within 

14 days of the communication to the persons authorised to receive the Report of the intention 

to use this Report channel. 

4. Persons who, in the course of their work or in other circumstances, become acquainted with a 

Report are obliged to maintain confidentiality, not to disclose information that may lead to the 

identification of the Whistleblower or the person to whom the Report relates and to forward the 

Report without delay in a sealed envelope to the person authorised to receive the Reports, 

without modifying the Report. 

 

 

§ 4 

[REPORTS] 

 

1. Reports must be made in good faith and the information contained therein must be obtained in 

a Work-related Context and must fall within the categories indicated in § 1.1 of the Procedure. 

Anyone who makes a Report or a public disclosure knowing that a breach of the law has not 

occurred may be held criminally and civilly liable.  

2. A Report should contain name and surname and may include the following information: 

position or function held, date and place of the breach of the law or date and place of 

obtaining information about the breach of the law, description of a specific situation or 

circumstances creating the possibility of breach of the law, indication of the entity 

covered by the Report, indication of possible witnesses of the breach of the law, 

indication of all the evidence and information available to the Whistleblower, which may 

prove helpful in the process of investigating the Report, indication of the preferred 

method of contact. A model form for acceptance of a Report is attached as Appendix No. 1 

to this Procedure. 

3. An anonymous Report shall be left without any consideration. 
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§ 5 

[NO RETALIATORY ACTIONS, PROTECTION MEASURES] 

 

1. Whistleblowers are protected from the moment of Reporting or public disclosure, provided that 

they had reasonable grounds to believe that the information that was the subject of the Report 

or public disclosure was true at the time of the Report or public disclosure and that it constitutes 

information about a breach of the law. 

2. No retaliatory action or attempted or threatened retaliatory action may be taken against the 

Whistleblower. 

3. If the work was, is or is to be provided on the basis of an employment relationship, no retaliatory 

action may be taken against the Whistleblower, consisting in particular of: 

1) refusal to establish an employment relationship, 

2) termination or termination without notice of the employment relationship, 

3) reduction in the amount of remuneration for work, 

4) withholding promotion or being overlooked for promotion, 

5) omission in the award of work-related benefits other than wages or reduction in the amount 

of such benefits, 

6) transfer to a lower post, 

7) including breach of personal rights, in particular the Whistleblower's good name.  

The full catalogue of prohibited activities and Whistleblower protection measures is described 

in Chapter 2 of the Act of 14 June 2024 on the protection of whistleblowers. 

 

 

§ 6 

[DATA PROTECTION] 

 

1. The personal data of the Whistleblower, the person to whom the Report relates, the third party 

named in the Report, the person assisting in making the Report and the person associated with 

the Whistleblower, as well as all information enabling them to be identified, as a rule shall not 

be disclosed. 

2. The following parties will have access to personal data: 

1) persons authorised to receive the Report, 

2) Team members, 

3) Employer - is informed about them if it is necessary to prevent retaliatory actions against 

the whistleblower, determine the composition of the Team in accordance with § 10 item 5 

of this Procedure, and take follow-up actions,  

4) Managers may only be informed of them if this is necessary to prevent retaliation against 

the Whistleblower. 

3. The persons referred to in paragraph 2(1) will receive written authorisations from the Employer, 

on the basis of which they will have access to the personal data contained in the Report. The 

Employer shall keep a register of authorisations. 

4. The Whistleblower's personal data, allowing for the identification of the Whistleblower, shall not 

be disclosed to unauthorised persons, except with the Whistleblower's express consent. 

5. Paragraph 3 shall not apply where disclosure is a necessary and proportionate legal obligation 

in relation with investigations carried out by public authorities or in relation with investigations 

or prosecutions carried out by the courts, including for the purpose of ensuring the right of 

defence of the Reported person. 
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6. Before making a disclosure personal data, the Team or the competent court shall notify the 

Whistleblower by sending a paper or electronic explanation of the reasons for disclosing his or 

her personal data, unless such Report would jeopardise an investigation or pre-trial or judicial 

proceedings. 

7. Upon receipt of the Report, the personal data of the subjects indicated in paragraph 1 shall be 

processed to the extent necessary for the acceptance of the Report or for any follow-up action. 

Personal data which are not relevant for the processing of the Report shall not be collected 

and, if accidentally collected, shall be deleted immediately. The deletion of such personal data 

shall take place within 14 days from determining that it is not relevant. 

8. The persons indicated in section 2 are obliged to keep confidential the information and personal 

data they have obtained in the course of receiving and verifying Report or taking follow-up 

action, even after termination of their employment relationship. Information constituting 

company secrets may only be used for the purpose of follow-up. 

 

 

§ 7 

[INTERNAL REPORT REGISTER] 

 

1. The declaration shall be registered in the register of internal declarations held in the EQS 

Integrity Line system. 

2. The register shall be kept in such a manner as to ensure data protection, including data 

confidentiality. 

3. Access to the register is available for:  

1) persons authorised to receive the Report, 

2) other participants in the follow-up - to the extent necessary to carry out the tasks assigned. 

4. Authorisations to access to the register shall be granted by the Employer. 

5. Persons authorised to receive the Report shall record in a register all Report received through 

the defined reporting channels. 

6. If the Report concerns the person receiving the Report - that person shall forward the Report 

to the Team Chairman, who shall decide on further proceedings. 

7. In the case of a Report not subject to this Procedure, the register shall be entered in the register 

that the Report has been forwarded to the competent authority (when and to whom) or that the 

Report has been left without examination, stating the reason. Information of an advertising, 

spam, etc. nature shall not be entered in the register. 

8. In the case of a renewed Report which has already been clarified, if the renewed Report does 

not contain additional information - the Team Chairman may decide to leave the Report 

unprocessed.      

9. Personal data and other information in the register of Report shall be retained for a period of 3 

years after the end of the calendar year in which the follow-up actions have been completed or 

the proceedings initiated by those actions have been terminated. 

10. Personal data and other information in the register of internal Report shall be deleted by 

committee. The committee consists of the Team Chairman and persons authorised to receive 

the Report.  
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§ 8 

[CONFIRMATION OF RECEIPT] 

 

Without undue delay, within no more than 7 days of the receipt of a Report, the persons authorised 

to receive the Reports shall inform the Whistleblower that the Report has been accepted, unless 

the Whistleblower has not provided a contact address to which feedback should be sent. 

 

 

§ 9 

[FOLLOW-UP] 

 

1. The purpose of the follow-up action taken is to assess the veracity of the information contained 

in the Report and to counteract the breach of the notified right.  

2. If several Reports of similar breaches are received, several Reports can be investigated 

simultaneously as part of the follow-up. 

 

 

§ 10 

[TEAM] 

 

1. The Team carries out its work through meetings, convened by the Team Chairman, as required 

by the need for follow-up. 

2. Meetings of the Team may be held by means of remote communication. 

3. A meeting of the Team may take place if at least half of the Team Members are present. 

4. It is recommended that the Team concludes its proceedings within 2 months of the receipt of 

the Report. 

5. In case the Report concerns a Team Member/s or Deputy Chairman of the Team - the report 

shall be immediately forwarded to the Chairman of the Team, who shall make a decision 

regarding the composition of the Team, in accordance with a separate Order. 

In the event that the report concerns the Chairman of the Team, the decision regarding the 

composition of the Team shall be made by the Employer in accordance with a separate Order. 

The Member of the Team (including its Chairman and Deputy Chairman) to whom the report 

relates shall be excluded from the proceedings in this matter. 

6. A member of the Team may not be a person whose participation in the proceedings would give 

rise to justified doubts as to his or her impartiality.  

 

 

§ 11 

[TEAM POWERS] 

 

In the course of the follow-up, the Team Members are entitled in particular to:  

1) access to the Employer's documents and data (e.g. video surveillance, computers and work 

phones), 

2) obtain processed and unprocessed information from business unit managers,  

3) obtain oral and written explanations from the Employer's employees and contractors,  

4) access to the Employer's premises for site visits, 

5) to be assisted by management in the course of their activities, 

6) using a person with specialist knowledge in the scope covered by the notification – 

appointed: 
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- from among the persons employed by the Employer (employees/contractors) - if there are 

more such persons, the additional member will be the person holding the highest position 

or having the longest length of service 

- from among persons not employed by the Employer – in particular experts, appraisers, 

inspectors, etc. 

 

 

§ 12 

[SECURING THE PROPER COURSE OF PROCEEDINGS] 

 

If necessary to ensure the proper conduct of the proceedings, the Team may request the 

Employer or management to:  

1) securing and handing over certain evidence,  

2) removing an employee who is or may be affected by a Report from specific tasks, 

3) other measures to safeguard the proper course of the proceedings. 

 

 

§ 13 

[PROTOCOL] 

 

1. A protocol shall be drawn up by the Team on the findings of the follow-up. 

2. The protocol is adopted by the Team by a simple majority. 

3. The protocol shall contain a description of the established facts, including the established 

irregularities and their causes, extent and consequences, as well as the persons responsible 

for them.  

4. The team shall submit the protocol to the Employer. The protocol shall be accompanied by . 

proposals for further action. Depending on the findings, the actions include actions against 

those guilty of breaches, actions to prevent breaches and to strengthen the control system. 

5. The Employer identifies further actions and the persons responsible for their implementation. 

The Team Chairman monitors the implementation of these actions and provides assistance to 

those responsible for them. 

 

 

§ 14 

[DUE DILIGENCE PRINCIPLE] 

 

Each Report is considered with due diligence, objectively and inquisitively, regardless of the person 

of the Whistleblower and the subject of the Report. A Report cannot be qualified as unfounded 

without an examination of the information provided. A Report can be leave not considered if the 

information provided is too general to be verified. 

 

 

 

§ 15 

[ACTIONS CLOSING THE PROCEEDINGS] 

 

1. The Team shall provide feedback to the Whistleblower within a maximum of 3 months from the 

date of acknowledgement of the Report. 
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2. If confirmation is not provided acknowledgement, feedback shall be provided within a maximum 

of 3 months, calculated from the expiry of the 7-day deadline for providing the 

acknowledgement, unless the Whistleblower has not provided a contact address to which 

feedback should be provided. Information on the follow-up action taken shall be recorded in the 

register of Report. 

 

 

§ 16 

[SUBSTITUTE PROVISIONS] 

 

To the extent not covered by the Procedure, the relevant internal rules apply to follow-up and  the 

regulations of generally applicable laws. 

 

 

§ 17 

[INFORMATION ON EXTERNAL REPORTS] 

 

1. In every case, the Report may also be made to the Ombudsman or to a public body and, where 

appropriate, to the institutions of bodies, offices or agencies of the European Union, without 

following the procedure laid down in this Procedure. 

2. The Report made to the Ombudsman or a public authority bypassing an internal Report does 

not have the effect of depriving the Whistleblower of the protection guaranteed by the provisions 

of the Law on the Protection of Whistleblowers. 

 

 

§ 18 

[FINAL PROVISIONS] 

 

1. To the extent not regulated in this Procedure, the provisions of the Act of 14 June 2024 on the 

protection of whistleblowers. 

2. Directors/Managers are required to familiarise subordinate staff with the contents of this 

Procedure. 

3. Each employee and candidate for the job on the basis of an employment or other legal 

relationship providing a basis for the provision of work or services or performance of functions 

shall make a declaration, a specimen of which is attached as Appendix 2 to this Procedure. 

The employee's declarations shall be kept in the employee's personal file and the others in the 

documents relating to the legal relationship concerned. 

4. The procedure shall enter into force 7 days after it has been made known to persons performing 

the work in the manner adopted by the Employer . 
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Appendices: 

1. Template of the Report acceptance form; 

2. Template of the statement of acceptance of the provisions of the Procedure to be observed; 

3. Template of the Employer's authorisation; 

4. Template of the Declaration of Commitment to Confidentiality of all information obtained in 

the investigation and in the acceptance of Report; 

5. GDPR information clause for the Whistleblower  

 

 

 

 

Trade union consultations were held on 9-13/09/2024 with trade union organisations: 

- Międzyzakładowa Organizacja Związkowa NSZZ „Solidarność” FCA Poland S.A. Bielsko-Biała 

- Związkiem Zawodowym Pracowników Metalowcy Organizacja Międzyzakładowa 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

APPENDIX 1  

TO THE INTERNAL PROCEDURE FOR WHISTLEBLOWING AND FOLLOW-UP 

 

 TEMPLATE OF  REPORT ACCEPTANCE FORM  
AT  T .ERRE POLSKA SP.  Z  O.O.  

    

1. DATE OF DRAFTING  

 

2. REPORT BY NAME 

NAME:  

POSITION/FUNCTION: 

CONTACT DETAILS: 

________________________________ 

________________________________ 

________________________________ 

3. WHAT AREA OF BREACH DOES YOUR REPORT RELATE TO? 

 

 corruption 

 public procurement  

 financial services, products and markets 

 anti-money laundering and counter-terrorist financing 

 product safety and compliance 

 transport security, 

 environmental protection,  

 radiological protection and nuclear safety, 

 food and feed safety, 

 animal health and welfare, 

 public health, 

 consumer-protection, 

 privacy and data protection, 

 network and ICT systems security, 

 financial interests of the State Treasury of the Republic of Poland, the local government 

unit and the European Union, 

 internal market of the European Union, including public law competition and state aid 

rules and corporate taxation, 

 constitutional rights of human and civil liberties - occurring in the relations of the 

individual with public authorities and not related to the areas indicated above 
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4. CONTENT OF THE REPORT  

 

PLEASE DESCRIBE IN DETAIL YOUR SUSPICIONS AND THE CIRCUMSTANCES OF 

THEIR OCCURRENCE TO THE BEST OF YOUR KNOWLEDGE: 

● Please provide details of the persons/organisational unit(s) who committed the 

breaches/are affected by the Report (names, positions). 

● Please provide details of persons who may have been victims of a breach. 

● What behaviours/activities does the Report relate to? 

● When was there a breach? Does it still continue? 

● Has anyone been notified yet? If so, whom (e.g. persons at the Authority, media, other 

authorities)? 

● Is there a relationship between the persons indicated above? 

● What effects have the breaches described caused or are likely to cause? 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 
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5. EVIDENCE 

 

If you have evidence (documents, witness statements, e-mails, text messages, other e-mails, 

photographs, recordings, other) to support the circumstances cited in your Report, please identify 

and attach them 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

__________________________________________________________________ 

 

 

............................................................... 

date and signature of the Whistleblower 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



APPENDIX 2  

TO THE INTERNAL PROCEDURE FOR WHISTLEBLOWING AND FOLLOW-UP 

 

 TEMPLATE OF  DECLARATION  
OF ACKNOWLEDGMENT OF THE INTERNAL PROCEDURE FOR 

WHISTLEBLOWING AND FOLLOW -UP AT T .ERRE POLSKA SP.  Z  
O .O.  

 

 

 ___________________, on ___________  

(place)          (date)   

 

 

  

 

Statement of knowledge of the INTERNAL PROCEDURE FOR WHISTLEBLOWING AND 

FOLLOW-UP  

 

  

I declare that I am familiar with the INTERNAL PROCEDURE FOR WHISTLEBLOWING AND 

FOLLOW-UP at T.ERRE Polska Sp. z o.o., Czechowice-Dziedzice (Order No. 1/2024 of 

17.09.2024) and I undertake to comply with it.  

 

 

 

 

 

 

..................................  

         (legible signature) 
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A P P E N D I X  3  
T O  I N T E R N A L  P R O C E D U R E  F O R  W H I S T L E B L O W I N G  A N D  F O L L O W - U P  

AUTHORISATION  

 

T.ERRE Polska Sp. z o.o. with its registered office in Czechowice-Dziedzice ( 43-502), at ul. 

Elizy Orzeszkowej 32, registered in the Register of Entrepreneurs of the National Court 

Register under the KRS number 0000143831 (hereinafter also referred to as the "Company"), 

hereby authorise: 

 

[NAME AND SURNAME]. - [FUNCTION] 

 

(hereinafter referred to as "Plenipotentiary") 
 

                                                                                  

- each to represent the Company independently  in matters relating to Report received by the 

company related to the protection of the Company's Whistleblowers, including in particular by: 

1) representing the Company in all proceedings relating to the receipt of Reports and the 

conduct of internal investigations and/or investigations under the procedure set out in 

the INTERNAL PROCEDURE FOR WHISTLEBLOWING AND FOLLOW-UP  dated  

17.09.2024 and the provisions of the Directive of the European Parliament and of the 

Council (EU) 2019/1937 of 23 October 2019 on the protection of whistleblowers and 

the Law of 14 June 2024 on the protection of whistleblowers (Journal of Laws 

2024.928), while maintaining the confidentiality of any data obtained concerning 

persons and indicated breaches, 

2) responding to requests made to the Company by third parties, in particular: providing 

information on the categories of Report arising from the procedure set out in THE 

INTERNAL PROCEDURE FOR WHISTLEBLOWING AND FOLLOW-UP dated  

17.09.2024 and the Reporting channels and persons to whom the Company provides 

Reporting facilities, 

3) representing the Company in the performance of any other activity that the Company 

is entitled or obliged to perform under the aforementioned regulations, including control 

activities, and to provide any explanations in situations of external Reporting and public 

disclosure to the competent authorities, 

4) administration of the application EQS Integrity Line, 

5) keeping a register of internal Reports. 

The authorisation may be revoked at any time, with immediate effect. 

[PLACE], on  [DATE] r.  

 

_____________________________ _____________________________ 
 



A P P E N D I X  4  
T O  T H E  I N T E R N A L  P R O C E D U R E  F O R  W H I S T L E B L O W I N G  A N D  F O L L O W - U P  

TEMPLATE OF COMMITMENT TO 
CONFIDENTIALITY  

 

COMMITMENT TO CONFIDENTIALITY  

 

 

 I, the undersigned [NAME AND SURNAME], a member of the Internal Report Processing Team/ 

person authorised to receive the Report based on the Internal Procedure for Whistleblowing 

and Follow-Up dated 17.09.2024 (hereinafter also referred to as the "Procedure") at the 

Company T.ERRE Polska Sp. z o.o. with its registered office in Czechowice-Dziedzice (43-

502), ul. Elizy Orzeszkowej 32, registered in the Register of Entrepreneurs of the National 

Court Register under the KRS number 0000143831 (hereinafter also referred to as the 

"Company"), in the performance of the conditions of confidentiality of the information obtained 

in the course of performing the activities provided for by the content of the Procedure, as well 

as resulting from the Procedure or remaining in relation with the Procedure, hereby: 

 

1. I declare that I acknowledge that all information contained in documents, oral or written 

information made available by the Whistleblowers, persons that are necessary to carry 

out an effective internal investigation and the Company, as well as any other data, 

information, analysis, etc., whether marked or not marked as confidential, obtained by 

me in the course of performing the activities envisaged by the content of the Procedure 

and arising from or in relation with the Procedure constitutes confidential information 

("Confidential Information").  

2. I commit to: 

a) keep the Confidential Information in absolute secrecy and not to use, disclose or 

share the Confidential Information in any way; 

b) take the necessary measures to ensure the confidentiality of the Confidential 

Information received. 

3. The requirements of paragraph 2 will not apply to the information which: 

a) has been published without violating the provisions of this Commitment, is 

generally known or have been officially made public. 

(b) is subject to disclosure under mandatory legal provisions if it is disclosed in the 

manner and to the extent provided for by such provisions. 

4. I undertake that the Confidential Information shall not be used for any purpose other 

than those arising from the activities envisaged by the content of the Procedure or in 

relation with the Procedure, and in particular for a purpose contrary to the interests of 

the Company, and not to disseminate, distribute, reproduce or disclose in any manner 

or form such information to third parties without the prior consent of the Company 

expressed in writing under pain of nullity.  

5. I undertake to secure and store the Confidential Information obtained in the course of 

the activities envisaged by the content of the Procedure in the following forms: 

material, electrical media, as well as in ICT systems, in conditions ensuring no free 

access to them by unauthorised persons, and to use this Confidential Information with 
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the utmost care required for securing this type of information so as to prevent the loss 

of control (in particular, dissemination, gaining access by anyone) over the Confidential 

Information. 

6. I am aware that after the completion of the activities envisaged by the content of the 

Procedure, the obligation of secrecy with regard to the Confidential Information 

provided during the proceedings does not cease (i.e. it remains in force as an indefinite 

obligation), unless the information becomes generally known or any other of the 

circumstances indicated in paragraph 3 occur. 

7. I accept full responsibility for the non-performance or improper performance of my 

obligations under this Commitment. 

 

 

[PLACE], on  [DATE] r 

 

 

_________________________________ 

(signature) 
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A P P E N D I X  5  
T O  T H E  I N T E R N A L  P R O C E D U R E  F O R  W H I S T L E B L O W I N G  A N D  F O L L O W - U P  

GDPR INFORMATION CLAUSE  

FOR THE WHISTLEBLOWER 

 
 

In accordance with the obligation imposed by Article 13 of Regulation (EU) 2016/679 of the 

European Parliament and of the Council of 27 April 2016 on the protection of natural persons with 

regard to the processing of personal data and on the free movement of such data (GDPR), we 

provide below information on the processing of your personal data: 

 

1. The controller of the personal data is the company T.ERRE Polska Sp. z o.o. with its registered 

office in Czechowice-Dziedzice ul. Elizy Orzeszkowej 32, registered in the Register of 

Entrepreneurs of the National Court Register under no. 0000143831 NIP: 526-27-30-914 

REGON: 015311748 (hereinafter: Controller). 

2. Contact with the Controller on matters related to personal data protection is possible by 

telephone at 515-724-845 or by e-mail at iod@mbm.edu.pl. 

3. Personal data will be processed in order to fulfil the Controller's obligation to enable the 

exercise of rights under the Act of 14 June 2024 on the protection of whistleblowers. Personal 

data shall be processed on the basis of Article 6(1)(c) of the GDPR in relation with the 

provisions of the Act of 14 June 2024 on the protection of whistleblowers. Personal data may 

only be shared with other entities to the extent that this is permitted by generally applicable law. 

4. Personal data will be processed for a period of 3 years after the end of the calendar year in 

which the follow-up actions have been completed or the proceedings initiated by these actions 

have been terminated. The archiving provisions do not apply. 

5. You have the right to access your personal data at any time, as well as the right to request 

rectification or restriction of processing, and the right to data portability. The right to erasure is 

only exercisable under the terms of Article 17 of the GDPR. 

6. The provision of personal data takes place on the basis of applicable legal regulations, but the 

consequence of refusing to provide personal data will be that the case cannot be processed. 

7. If you believe that the processing of your personal data violates data protection regulations, 

you have the right to lodge a complaint with the supervisory authority, i.e. the President of the 

Office for Personal Data Protection (PUODO). Contact details of the PUODO are available in 

particular at https://uodo.gov.pl/pl/p/kontakt. 

 


